[bookmark: _GoBack]NEWSFLASH
Be aware of Covid-19 related scams!
Scammers are calling and emailing people and asking for personal information and banking information to help get the stimulus payments or get them faster. They even may issue a bogus check and then tell a person to call a number or verify information online in order to get the check. Be vigilant! Never give out your personal information or click on links within an email unless you absolutely trust the source.
Remember:
· IRS will never call, email or text you to verify or request your personal or financial information
· Don’t trust websites or social media that may look like IRS
· Don’t open surprise email that may look like they’re from IRS or click attachments or links
· The IRS will automatically deposit the payment into the bank account taxpayers provided on their 2018 or 2019 tax returns for a direct deposit
· Taxpayers without direct deposit information on file will receive a check or can go to irs.gov and use the Get My Payment tool to enter bank information
· IRS does not charge a fee to issue the payment.
